**The Knock**

**Be prepared for the knock**

This can involve having the laptop with no battery in it or a kill switch to power it off

* As this can prevent someone trying to extract the decryption key form memory

Have your secret data or private key on an encrypted SD card that can be snapped easily

Planned escape route

Always remain calm, but act as if anxious, scared and confused if not already – this will work in your favour

Have a solicitor ready to call

* Your money could get frozen so pre-pay them

Have covert pre-arranged signals to others who need to know of your arrest or ‘knock’

‘No comment’, but be careful with this because inference could be drawn from your silence

* Know your best strategy in advance and know our rights
* Don’t fall for interrogation techniques
  + False sense of security
  + Play to your ego
  + **Their job is to get a conviction**

**Activstslegalproject.org.uk/arrest Process and Your Rights5.pdf**

More failures in OPSEC can paint a clearer picture of your behaviour (mens rea) when interviewed

Polygraph testing – no scientific basis on this, purely based on your ignorance and fear

* The lie behind the lie detector.pdf
* Antiplygraph.org
* The truth behind the polygraph test (according to NSA) – YouTube

Educate yourself on interrogation techniques

* Criminal interrogation and confessions book – Fred E. Inbau
* Plan for the worst, hope for the best

Youtube – Black hat 2013 – OPSEC failures of spies